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® hard copies electronic files.

~  See R. v. Soh, 2014 NBQB 20 at para. 21
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® The Court stressed that the evidence
need only be “capable of

authenticating” the document.




In the absence of evidence fo 'é”'éon’rrqry, by proving that
the document has been manifestly or consistently acted on,
relied on or used as a record of the information recorded or
stored in a printout (subsection 31.2(2)). 11
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® Calling a witness to tes ify that th into Facebook,

which was functioning normally, and took screenshots of the
Facebook Wall. (s. 31.3(a)).
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Answer: Most likely (531 (1) (a)).










ds exception under

iness records exception).

® SeealsoR v Bg " 2017

774.

%




rial axt messages for

truth of their contents.

%







P

rules of evidenc

hearsay exception) for it
to be admitted for truth of

/j’rs contents.







sir "’Iy factual

evidence - ledge and

experienc“e‘.""ﬁ. can testify about” (para. 279)

%







® |s there any other exc |'r rule that applies (e.g., CC, s.
278.1)2

/bDo | need an expert to explain this evidence?
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This is particularly so where, as here, that

communication is essential to the state’s ability to

access the evidence which they are “really after.”
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® Go back to ra 1gainst self-incrimination: to

prevent coercive methods to extract admissions
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